
CYBERSECURITY 
SERVICES

• PCI DSS

• HIPAA

• 23-NYCRR-500•

• NIST 800-53 HIGH

• NIST 800-53 MODERATE

Additional zones upon request.

 

175 Sully’s Trail

Pittsford, NY 14534

 

585 385 0610

  

 cybersecurity@igius.com

Meeting information security standards is 
important to improving your organization’s 
cybersecurity posture—and avoiding hefty fi nes 
from regulatory agencies. Meeting these standards 
helps to create a strong security framework and 
ensure best practices, while defi ning necessary 
security policies, processes and procedures.

Whether in healthcare, government, manufacturing, 
defense, banking/fi nance, or insurance; 
cybersecurity compliance should be a top-rated 
function of your organization. IGI cybersecurity 
compliance consultants will thoroughly collect 
your processes, technologies, and capabilities; 
mapping them to regulatory compliance. 

Compliance Readiness
Meet your industry’s regulatory requirements while 
reducing cyber risk and improving your organization’s 
overall cybersecurity posture.

Compliance Gap Assessments

Understanding Compliance

• Scoping, Goals & Objectives

• Staff  Interviews

• Policies and Procedures Review 

• Compliance Mapping & Analysis

• Review of Technical Report & Findings

• Detailed Security System Plan/Plan of       
Actions & MIlestones

Included Services

Contact us to set up your 
comprehensive compliance 
assessment and gap analysis tailored 
to your specifi c regulatory framework.


